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‘‘(d) AUTHORIZATION OF APPROPRIATIONS.—There are 

authorized to carry out this section such sums as may 

be necessary for fiscal year 2001 and each fiscal year 

thereafter.’’ 

§ 7. Complaints by employees; disclosure of iden-
tity; reprisals 

(a) The Inspector General may receive and in-
vestigate complaints or information from an 
employee of the establishment concerning the 
possible existence of an activity constituting a 
violation of law, rules, or regulations, or mis-
management, gross waste of funds, abuse of au-
thority or a substantial and specific danger to 
the public health and safety. 

(b) The Inspector General shall not, after re-
ceipt of a complaint or information from an em-
ployee, disclose the identity of the employee 
without the consent of the employee, unless the 
Inspector General determines such disclosure is 
unavoidable during the course of the investiga-
tion. 

(c) Any employee who has authority to take, 
direct others to take, recommend, or approve 
any personnel action, shall not, with respect to 
such authority, take or threaten to take any ac-
tion against any employee as a reprisal for mak-
ing a complaint or disclosing information to an 
Inspector General, unless the complaint was 
made or the information disclosed with the 
knowledge that it was false or with willful dis-
regard for its truth or falsity. 

(Pub. L. 95–452, § 7, Oct. 12, 1978, 92 Stat. 1105.) 

§ 8. Additional provisions with respect to the In-
spector General of the Department of De-
fense 

(a) No member of the Armed Forces, active or 
reserve, shall be appointed Inspector General of 
the Department of Defense. 

(b)(1) Notwithstanding the last two sentences 
of section 3(a), the Inspector General shall be 
under the authority, direction, and control of 
the Secretary of Defense with respect to audits 
or investigations, or the issuance of subpoenas, 
which require access to information concern-
ing— 

(A) sensitive operational plans; 
(B) intelligence matters; 
(C) counterintelligence matters; 
(D) ongoing criminal investigations by other 

administrative units of the Department of De-
fense related to national security; or 

(E) other matters the disclosure of which 
would constitute a serious threat to national 
security. 

(2) With respect to the information described 
in paragraph (1) the Secretary of Defense may 
prohibit the Inspector General from initiating, 
carrying out, or completing any audit or inves-
tigation, or from issuing any subpoena, after the 
Inspector General has decided to initiate, carry 
out or complete such audit or investigation or 
to issue such subpoena, if the Secretary deter-
mines that such prohibition is necessary to pre-
serve the national security interests of the 
United States. 

(3) If the Secretary of Defense exercises any 
power under paragraph (1) or (2), the Inspector 
General shall submit a statement concerning 

such exercise within thirty days to the Commit-
tees on Armed Services and Governmental Af-
fairs of the Senate and the Committee on Armed 
Services and the Committee on Government Re-
form and Oversight of the House of Representa-
tives and to other appropriate committees or 
subcommittees of the Congress. 

(4) The Secretary shall, within thirty days 
after submission of a statement under paragraph 
(3), transmit a statement of the reasons for the 
exercise of power under paragraph (1) or (2) to 
the congressional committees specified in para-
graph (3) and to other appropriate committees 
or subcommittees. 

(c) In addition to the other duties and respon-
sibilities specified in this Act, the Inspector 
General of the Department of Defense shall— 

(1) be the principal adviser to the Secretary 
of Defense for matters relating to the preven-
tion and detection of fraud, waste, and abuse 
in the programs and operations of the Depart-
ment; 

(2) initiate, conduct, and supervise such au-
dits and investigations in the Department of 
Defense (including the military departments) 
as the Inspector General considers appro-
priate; 

(3) provide policy direction for audits and in-
vestigations relating to fraud, waste, and 
abuse and program effectiveness; 

(4) investigate fraud, waste, and abuse un-
covered as a result of other contract and inter-
nal audits, as the Inspector General considers 
appropriate; 

(5) develop policy, monitor and evaluate pro-
gram performance, and provide guidance with 
respect to all Department activities relating 
to criminal investigation programs; 

(6) monitor and evaluate the adherence of 
Department auditors to internal audit, con-
tract audit, and internal review principles, 
policies, and procedures; 

(7) develop policy, evaluate program per-
formance, and monitor actions taken by all 
components of the Department in response to 
contract audits, internal audits, internal re-
view reports, and audits conducted by the 
Comptroller General of the United States; 

(8) request assistance as needed from other 
audit, inspection, and investigative units of 
the Department of Defense (including military 
departments); 

(9) give particular regard to the activities of 
the internal audit, inspection, and investiga-
tive units of the military departments with a 
view toward avoiding duplication and insuring 
effective coordination and cooperation; and 

(10) conduct, or approve arrangements for 
the conduct of, external peer reviews of De-
partment of Defense audit agencies in accord-
ance with and in such frequency as provided 
by Government auditing standards as estab-
lished by the Comptroller General of the 
United States. 

(d) Notwithstanding section 4(d), the Inspector 
General of the Department of Defense shall ex-
peditiously report suspected or alleged viola-
tions of chapter 47 of title 10, United States Code 
(Uniform Code of Military Justice), to the Sec-
retary of the military department concerned or 
the Secretary of Defense. 
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